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1. Preamble 
The Wilfrid Laurier University Research Data Management Strategy is mandated by the Tri-Agency 
Research Data Management Policy (March 2021). The institutional strategy must be publicly available by 
March 1, 2023.  

2. Periodic Review 
This Strategy is valid from March 1, 2023 outlined herein and is valid until further notice. This Strategy 
should be reviewed at a minimum every three years; however, in lieu of a review during any period 
specified, the current Strategy will remain in effect. 

Review Period: Every 36 months 
Previous Review Date: N/A 
Next Review Date: March 1, 2026 

3. Principles 
As part of its commitment to research excellence, Wilfrid Laurier University (Laurier) recognizes the 
positive impact that research data management (RDM) brings to the research enterprise. Research data 
are a critical research output that enable data synthesis, data reproducibility, and the dissemination of 
knowledge. The management of research data is guided by RDM best practices, subject-matter 
knowledge, and a policy landscape that includes universities, grant agencies, publishers, Indigenous 
communities, researchers, and data management professionals. Laurier is committed to promoting 
research methodologies and providing institutional supports that include established RDM best 
practices. These include: 

• Developing and operationalizing Data Management Plans (DMPs), which describe how 
research data will be organized, described, stored, shared, and archived during the life of a 
research program and after its completion  

• Providing reliable, secure data storage infrastructure for data processing, storage, and backup  
o Note: This is dependent on ICT capacity and dedicated, funded resources. This 

capacity does not exist in the current state but continues to be worked towards for 
the future.  

• Curating research data for reuse through data description, metadata enrichment, and 
documentation  

• Honouring and complying with ethical and legal obligations to the collection, use, and sharing 
of sensitive data, including data associated with Indigenous peoples 

• Publishing shareable research data and other outputs in open repositories for access, 
distribution, and archiving 

https://www.science.gc.ca/eic/site/063.nsf/eng/h_97610.html
https://www.science.gc.ca/eic/site/063.nsf/eng/h_97610.html
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4. Scope 

https://www.science.gc.ca/eic/site/063.nsf/eng/h_97610.html
https://science.gc.ca/eic/site/063.nsf/eng/h_83F7624E.html
https://science.gc.ca/eic/site/063.nsf/eng/h_83F7624E.html
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University Supports 

https://library.wlu.ca/research/data-management
https://lauriercloud.sharepoint.com/sites/office-of-research-services/grant-facilitation/Pages/default.aspx
https://www.ontario.ca/laws/statute/90f31
https://www.ontario.ca/laws/statute/04p03
https://aoda.ca/the-act/
https://lauriercloud.sharepoint.com/sites/records-management-and-privacy-office/Pages/default.aspx
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Links: 
• Technology to Support Research 
• Research IT Consultation Request - Submit a ticket for assistance with storage consulting 

requests 
 

Indigenous Data Storage with Indigenous Communities 

In line with the concept of Indigenous self-determination, and in an effort to support Indigenous 
communities to conduct research and partner with the broader research community, Laurier will work 
collaboratively with researchers to understand data storage needs within the Indigenous communities 
that they are working with. The guidance of Indigenous communities is important in this collaboration 
with the university.  

5.3 Data Curation 
Tri-Agency Statement: 
All research data should be accompanied by metadata that accord with international and disciplinary 
best practices to enable future users to access, understand and reuse the data. 

Researcher Responsibilities 
Researchers should be familiar with research data curation standards in their field and apply these 

https://lauriercloud.sharepoint.com/sites/information-communications-technology/how-to/Pages/Technology-to-Support-Research.aspx#requests
https://wlu.ca1.qualtrics.com/jfe/form/SV_0xG1nW4NqsxvbqC
https://library.wlu.ca/research/data-management
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https://library.wlu.ca/research/data-management
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5.5 Sensitive Data 
Tri-Agency Statement: 
Research data must be managed in agreement with all commercial, legal and ethical obligations. 

Data management should be performed in accordance with the requirements of the Tri-Council Policy 
Statement: Ethical Conduct for Research Involving Humans - 2nd edition. This statement provides 
guidance on data management aspects of research involving humans, such as consent, privacy and 
confidentiality, Indigenous Peoples’ rights, secondary use of data and data linkage. Data management 
should also be performed in accordance with the requirements of the Tri-Agency Framework: 
Responsible Conduct of Research. 

Researcher Responsibilities 
Sensitive data includes but is not limited to research involving human participants, research conducted 
by or with Indigenous communities or about Indigenous resources, proprietary data, and industry data. 
The management of sensitive data is dependent on disciplinary norms, university and granting body 
policy instruments, and legislation. Researchers whose work involves sensitive data must articulate their 
collection, storage, access, retention, and disposition plans in a data management plan. At the very 
least, researchers should store sensitive data only on authorized and approved Laurier software, 
platforms and devices. Sensitive data should be encrypted, and care should be afforded to its access, 
sharing, linking, and publication. The Library and ICT can give guidance on sensitive data handl3 (d)2.  
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5.6 Indigenous Data 
Tri-Agency Requirement: 
In line with the concept of Indigenous self-determination and in an effort to support Indigenous 
communities to conduct research and partner with the broader research community, the agencies 
recognize that data related to research by and with the First Nations, Métis, or Inuit whose traditional 
and ancestral territories are in Canada must be managed in accordance with data management 
principles developed and approved by these communities, and on the basis of free, prior and informed 
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6. Compliance 
Tri-Agency Requirement: 
By accepting agency funds, institutions and researchers accept the terms and conditions as set out in 
the agencies’ policies, agreements and guidelines. In the event of an alleged breach of agency policy, 
agreement or guideline, the agency may take steps outlined in accordance with the Tri-Agency 
Framework: Responsible Conduct of Research to deal with the allegation. 

Researcher Responsibilities 
As part of their understanding of the broader policy framework guiding research, Laurier Researchers 
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8. Definitions 
Definitions are adapted from the CODATA (Committee on Data of the 
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